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Our Risk Reviews will help you gain visibility over sensitive data in your cloud
applications, quantify your biggest data security threats, and understand your top data
authors and locations. You will receive insight into data, files, folders, permissions, users,
messages, channels and more. Typically, we scan:

— TBs of data
— % 10,000'’s of folders

— &) 100,000’s of files

— ;‘] 1,000,000’s of messages

— The risks we find @)

Typically in a Risk Review, clients are presented with hundreds of thousands, if not
millions, of exposed sensitive data points. These are typically identified in applications
such as Slack and Google Drive. In recent Risk Reviews, customers have gained visibility
over:

— éﬁ 10+ AWS keys in public Slack channels

— % 20+ highly sensitive financial documents set as “public” on Google Drive

— g 300+ bank statements and invoices shared excessively on Google Drive

— @) Spreadsheets w/ 100s of sensitive PIl (emails, phone numbers) excessively shared

— 183 Customer and employee PIl on Slack, including salary and SSN/NI numbers
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Success Stories

“We use Metomic Metomic helps us resolve “Metomic fills a niche in
to reduce our threats on autopilot [...]. It distills our stack, exposing
attack surface down thousands of data points blind spots not
exposure.” and filters it back to us so that discovered by other
we can see the information that tools”
is important to us.

— 1. 30 minute kickoff call and integration Typically 1-2 days

* Confirm the timelines and success criteria
* Integrate with your applications via a super admin, workspace admin or owner
* Invite users to Metomic

— 2. We run the risk review for you Typically 7 days

+ Confirm the timelines and success criteria
* Integrate with your applications via a super admin, workspace admin or owner
* Invite users to Metomic

— 3. Receive bespoke analysis of the risks found ——— Typically 1 hour

Metomic to share and review the results with you.
+ Discover and quantify your biggest risk areas
+ Classify sensitive data and flag hotspots
* Identify high risk actors and departments

— 4, Receive a tailored remediation plan Typically 1 hour

* Metomic to recommend rules and workflows based on your results
* Action on common patterns of behaviour, such as overexposure & excessive access
* Implement policies and maintain control

Day 1 — Day1-7 —— Day 7 /J\
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